QUESTIONS TO CONSIDER WHEN
BUILDING YOUR BYOD POLICY

COMPANY POLICY

What is your company policy on accessing the
network from a personal device?

SECURITY

Do all employees (and devices) need the same
security level and restrictions?

IMPORTANCE

Which data is critical and must be protected?

EXTRA SECURITY

Do you want to implement extra security on
company data like email and calendars?

PREVENTATIVE

What is the employee's personal liability associated
with the use of a personal device on the network?

RESTRICTIONS

Do you want to impose hardware and software
restrictions inside and/or outside the office?

RAMIFICATIONS

What are the ramifications of a lost or stolen device
that contains company or customer information?

EXPECTATIONS

Have you created and communicated your
Acceptable Use Policy pertaining to the use of
personal devices on the network?

SUPPORT

If you allow personal devices, which devices do
you want to support?

Need help building a BYOD policy? Let us help you put a policy
in place to protect your data.
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